
COMPANY DATA 
Bull Fat LLC is a distinguished Service-Disabled Veteran-Owned Small 
Business (SDVOSB) that delivers bespoke cybersecurity solutions tailored 
specifically to the nuanced requirements of government entities. Our 
cadre of seasoned professionals is acutely aware of the imperative to 
safeguard sensitive government data and infrastructure against the 
backdrop of an ever-shifting cybersecurity landscape. With a steadfast 
commitment to excellence, we not only anticipate and neutralize emerging 
cyber threats but also provide strategic expertise in organizational 
enhancement. Our capabilities encompass the resolution of intricate issues 
and the facilitation of strategic realignment, ensuring that our clients are 
fortified with an optimal blend of cyber resilience and streamlined 
operations.

Atkins Riddick 
Owner/Bull Fat LLC

(813) 205-0158
     atkinsriddick@bullfat.com
Active Secret Security  Clearance

List Specific Pertinent Codes 

NAISC: 541690, 541511, 541512,541513, 
541519
CAGE: 9T2Z3
UEI: NLR4T3YPEP33
Commodity Codes: 8010510, 80101501, 
80101513, 80101506, 80101505,
80101500, 80101507, 80101502

Core Competencies 

Differentiators
-Leveraging our specialized expertise to offer

tailored cybersecurity solutions.
-Commitment to proactive defense strategies to

safeguard against cyber threats.
- Deep understanding of regulatory requirements,
security standards, and operational nuances
- Emphasis on proactive risk management to

identify and address potential threats before they
manifest.
Aligning cybersecurity measures with each agency's
unique needs and constraints.
- Offering practical,cost-effective solutions that are

robust and tailored to government requirements.

Past Performance 
-Successfully provided active support to a 1.2 Billion 
dollar USACE IT contract delivering top-notch IT 
services
-Bull Fat LLC played a pivotal role in supporting the 
Department of the Army during an end-of-year 
Cyber surge '23.
-Meticulously reviewed over 150 IT documents, 
identifying gaps and opportunities for improvement. 
Subsequently, we updated Cyber policies and 
training programs to align with the latest industry 
best practices and government standards
-Actively participated in establishing the first-ever 
USACE Architecture Review Board, underscoring 
our expertise in IT architecture and governance.
-

- Compliance: Adherence to strict government regulations and standards i.e. NIST, FISMA, and FedRAMP.
- Risk Assessment: Conducting comprehensive assessments to identify and prioritize security risks specific to
government environments.
- Incident Response Planning: Developing customized incident response plans to mitigate and respond to cyber
security incidents effectively.
- Secure Network Architecture: Designing and implementing secure network architectures to protect
government systems and data.
- Security Training and Awareness: Providing specialized training programs to educate government on cyber
security best practices
- Auditing: Examination and evaluation of your organization's processes, controls, and compliance with
regulations. We provide detailed assessments, identify risks, and offer recommendations to enhance
transparency, accountability, and overall performance.
- We are committed to catalyzing trans-formative growth and operational excellence across diverse corporate
landscapes. As certified Lean Six Sigma Green Belt professionals, our expertise lies in orchestrating strategic
process improvements that resolve intricate challenges throughout any segment of an organization.




